CYBERBULLYING
As mobile phone and internet use become increasingly common, so has the misuse of this technology to bully.  Current research in this area indicates that cyberbullying is a feature of many young people’s lives.  One study carried out for the Anti-Bullying Alliance found that 22% of young people reported being the target of cyberbuyllying.  

KEY SAFETY ADVICE
For children and young people

1. Always respect others – be careful what you say online and what images you send.

2. Think before you send – whatever you send can be made public very quickly and could stay online forever.
3. Treat you password like your toothbrush – keep it to yourself.  Only give your mobile number or personal website address to trusted friends.

4. Block the bully – learn how to block or repost someone who is behaving badly.  

5. Don’t retaliate or reply!

6. Save the evidence – learn how to keep records of offending messages, pictures or online conversations.

7. Make sure you tell an adult you can trust or call a helpline like Childline on 0800 1111 in confidence.   Tell the provider of the service. Tell your school – your teacher can help you.
Friends, don’t just stand there – if you see cyberbullying going on, support and report.

For parents and carers

1. Be aware, your child may as likely cyberbully as be a target of cyberbullying.  Be alert to your child seeming upset after using the internet or their mobile.  This might involve subtle comments or changes in relationships with friends.  They might be unwilling to talk or be secretive about their online activities.

2. Talk with your children and understand the ways in which they are using the internet and their mobile phone.  See the 7 key messages for children to get you started.

3. Use the tools on the service and turn on in-built internet safety features.

4. Remind you child not to retaliate.

5. Keep the evidence of offending emails, text messages or online conversations.

6. Report cyberbullying.  Contact your child’s school if it involves another pupil.  Contact the service provider.  Consider contacting the police.
